
Intelligence, al via campagna di reclutamento: quali profili cercano gli 007 italiani

Descrizione

(Adnkronos) â?? Al via, da parte del Sistema di Informazione per la Sicurezza della Repubblica, la
nuova ricerca di professionalitÃ  con specifiche competenze nel campo delle tecnologie avanzate,
sicurezza digitale, terrorismo, Osint ed ecofin. Per rispondere a un contesto internazionale sempre piÃ¹
complesso ed in continua evoluzione, lâ??Intelligence italiana avvia con questa campagna una ricerca
mirata di professionalitÃ  eterogenee e di elevato profilo in possesso di specifiche conoscenze e
competenze nei seguenti settori.  

 

Per lâ??High-Performance Computing (Hpc) si cercano laureati in ambito informatico, ingegneristico,
fisico o matematico, con competenze nella progettazione, implementazione e ottimizzazione di sistemi
computazionali ad alte prestazioni, architetture Hpc, gestione di cluster per simulazioni scientifiche e
progetti sullâ??intelligenza artificiale, sviluppo e tuning di codice parallelo, containerizzazione e
ambienti software scientifici, tecniche di calcolo avanzato, integrazione di soluzioni AI nei workflow di
ricerca, profilinge analisi della perfomance.  

Per la Crittografia la ricerca Ã¨ per laureati in ambito informatico, ingegneristico, matematico, fisico o
delle telecomunicazioni, con conoscenze e/o competenze in materia di tecnologie quantistiche,
quantum computing, architetture di processori e programmazione di algoritmi quantistici,
comunicazione cifrate e crittografia quantistica, analisi e valutazione critica della letteratura di settore e
realizzazione di applicativi finalizzati alla crittoanalisi.  

In campo Cyber si cercano diplomati presso Istituti tecnico scientifici con indirizzo in informatica e
telecomunicazioni, nonchÃ© laureati in sicurezza informatica o in ambito informatico o ingegneristico,
con conoscenze e/o competenze in materia di tattiche, tecniche e procedure della minaccia cibernetica,
anonimizzazione, cyber threat intelligence, reverse engineering, malware analysis,vulnerability
assessment e penetration testing su reti e sistemi operativi e su applicazioni e siti web, red teaming,
blueteaming, digital forensics, analisi di log, ricerca analisi dispositivi IOT/ICT.  
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In campo Economico-finanziario la ricerca Ã¨ per laureati in ambito economico, con conoscenze e/o
competenze in materia di tutela dellâ??economia, dei mercati finanziari e creditizi, quotazioni mobiliari
e dei titoli di Stato, contrasto alle forme piÃ¹ complesse di evasione ed elusione fiscale, tutela dalle
minacce al patrimonio industriale e al know how tecnologico, nonchÃ© minacce derivanti dal riciclaggio
o reimpiego di capitali illeciti, green economy e transizione energetica, approvvigionamento energetico
ed energie rinnovabili, funzioni corporate, M&A e R&S.  

Contro il Terrorismo interno e internazionale si cercano laureati in indirizzi internazionali o in materie
umanistiche, con conoscenze e capacitÃ  di analisi dei fenomeni di terrorismo interno di qualsiasi
matrice, terrorismo internazionale, jihadista, radicalismo religioso, criminalitÃ  internazionale,
immigrazione e traffico di esseri umani, contrasto al fenomeno eversivo di matrice brigatista o
anarchica, estremismo e fenomeni di antagonismo. 

Per Open Source Intelligence la ricerca Ã¨ per diplomati o laureati negli ambiti della comunicazione,
sociologia e delle relazioni internazionali ovvero in campo informatico, con capacitÃ  avanzate di
ricerca, raccolta, analisi ed elaborazione da fonti aperte (Osint-Socmint-Deep/Darkweb), anche
mediante lâ??utilizzo di tool Osint e di strumenti informatici per la elaborazione di dati,automazione di
processi di scraping, gestione di Api e piattaforme di social media monitoring, analisi di contenuti
testuali, multimediali e geolocalizzabili, valutazione dellâ??affidabilitÃ  delle fonti, costruzione di profili di
minaccia per la produzione di report di approfondimento e monitoraggio su tematiche di interesse per la
sicurezza nazionale.  

 

Ã? possibile presentare la candidatura fino alle ore 24 del 20 marzo 2026. I requisiti richiesti e le
modalitÃ  di selezione sono illustrati nella sezione â??Lavora con noiâ?? del sito istituzionale
www.sicurezzanazionale.gov.it Oltre ai profili specifici oggetto dellâ??avviso di ricerca, per tutti i giovani
ad alto potenziale e fortemente motivati a un impiego nel Sistema di Informazione per la Sicurezza
della Repubblica, resta sempre aperta la possibilitÃ  di presentare una candidatura spontanea tramite
la procedura online della sezione â??Lavora con noiâ?•. Queste candidature saranno valutate secondo
il previsto iter selettivo e prese in considerazione in funzione dei fabbisogni professionali e delle attivitÃ 
di volta in volta ritenute prioritarie dallâ??Intelligence.  

 

Tra i settori di maggiore interesse: armamenti, missilistica e tecnologie associate, nonchÃ© materiali
dual use e reti di procurement; sistemi satellitari, infrastrutture e programmi internazionali in ambito
spaziale e aerospaziale; space economy in ambito nazionale ed internazionale; telerilevamento e
interpretazione di immagini satellitari; lingue rare e dialetti dâ??area; infografica, editing, elaborazioni e
produzioni di prodotti e supporti grafici, mappe e grafici. 

 

 

â??
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